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The author is the director and primary researcher at JusticeWorks, a public entities research and information institution based out of the University of New Hampshire.  This report makes use of numerous case studies of non-interoperability to establish reasoning for the lack of interoperability across the nation.  While many of the case studies are focused locally (i.e. radio compatibility across New Hampshire county borders), larger instances such as the Oklahoma City bombing, 9/11, and Columbine are also covered thoroughly. The author concludes by offering solutions and a lengthy list of further supplemental sources.
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Mayer-Schonberger is an assistant professor of public policy at the Kennedy School of Government, Harvard University.  His essay provides a discussion and compare/contrast viewpoint of communications interoperability in the United States and Europe.  He takes an in-depth look at the three steps seen as requirements for interoperability and makes the claim that the elusiveness the United States has experienced in regard to this matter is not so much a story of technical hurdles, but of structural and political obstacles – and even those he claims are more perceived than actually in existence.  His is an interesting and distinct take on this issue that takes into consideration bureaucratic blunders as a large piece of the problem. 
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Minetree is a co-founder of the National Institute of Urban Search and Rescue—a non-profit organization operated for educational and literary purposes in areas related to urban search and rescue.  The institute has over 50 member organizations from all levels of government, industry and academia; it is headquartered in Santa Barbara, CA.  This report examines the issue of interoperability from a pre-9/11 perspective and offers solutions that may seem overly simplified in today’s time, but a refreshing and hopeful perspective nonetheless.
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The National Task Force on Interoperability is a task force made up of members from 18 national associations, State and Local elected officials, and public safety officials with the goal of raising awareness about the importance of communications interoperability and to provide guidance about the initial steps to take in developing interoperable public safety radio communication systems.  The AGILE program (which produced this document) was funded by the National Institute of Justice, a component of the U.S. Department of Justice.  This brochure-like document advertises for the need for better communication interoperability, provides the basics of the case for interoperability, and provides a cost-benefit analysis of how to achieve interoperable status. 
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The AGILE program (which produced this report) was funded by the National Institute of Justice, a component of the United States Department of Justice.  This report, published in February 2003, addresses the five key reasons “Why Public Safety Agencies Can’t Talk,” including incompatibility, lack of funding, lack of planning, lack of coordination, and a limited/fragmented radio spectrum.  Also addressed are governance structures and possible funding strategies.
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This supplemental source to the previous “Why Cant We Talk” provides case studies and other full-length articles on interoperability (cited from reputable scholarly journals), as well as an extensive report on radio bands and frequencies. The document provides ample resources for literature reviews and further research on the topic.
Sauter, Mark A., and James J. Carafano. 2005. Homeland Security: A Complete Guide to Understanding, Preventing, and Surviving Terrorism. New York: McGraw Hill.

The authors of this handbook-style guide to homeland security are both considered reputable sources in the Washington D.C. private sector.  Sauter is the former Chief Operations Officer for the Chesapeake Innovation Center, an institution focusing on coordinating security technology innovations in conjunction with both the National Security Agency and private enterprises such as defense contractors.  Carafano is a Senior Fellow for Defense and Homeland Security at the Heritage Foundation.  Useful chapters relating to interoperability are: Chapter 11, Part III; Chapter 13; and Chapter 15.
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This post-graduate dissertation written for a degree in “Security Studies” (Homeland Security and Defense) provides an examination of the entire realm of emergency scene communications, while avoiding focusing solely on “superficial technological solutions.”  Timmons argues that there are numerous causal factors for inadequate disaster communications including behavioral reactions, general lethargy, and inadequate procedures and training—all of which affect the overall issue of interoperability.  
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This report establishes a framework for understanding interactions between large urban disasters and the telecommunication infrastructure, taking into consideration specific case studies of the 1990s and 2000s.  The topic does not take into consideration only the emergency response stage, but all phases of a disaster – from attempted prevention to eventual recovery years after the event.  Similarly, it does not take into consideration only official telecommunication channels, but all civil communications.  It further examines the role of telecommunications and consequences of failure across four phases of post-disaster recovery, and concludes by providing three areas of necessary improvement.
U.S. Conference of Mayors. 2004. Interoperability Survey. Washington, D.C.: U.S. Conference of Mayors.

This document provides the results of a 2004 survey on interoperability among the US Conference of Mayors member cities.  The survey addressed issues related to the level of interoperable communications across city, state, and federal public safety agencies; obstacles to interoperability; investments required to become interoperable; and federal funding for interoperability issues.  The document provides both the hard data and an executive summary of the results.
U.S. Department of Homeland Security. 2005. Statewide Communication Interoperability Planning (SCIP) Methodology: An Approach based on the Commonwealth of Virginia's Planning Process. Washington, D.C.: U.S. Department of Homeland Security.
This government document, written by the Department of Homeland Security, describes a process that builds support at all levels of government in the event of a disaster.  Seven key elements to interoperability are identified in this report; the goal of the document is to establish the SCIP method as the standardized interoperability methodology across the US. 
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This Statement of Requirements (SoR) document, published by the DHS SAFECOM program, details the operational requirements of “public safety for wireless communication and information capabilities” and provides specific scenario examples to justify these requirements.  The report does not address the status of such requirements, nor does it provide directions on how to achieve them—it is merely a statement of what is considered necessary to be successfully interoperable.  
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This report, released by the US General Accounting Office in April 2004, provides a strong critique of the SAFECOM program for its very limited progress in both its main objective of achieving communications interoperability and its secondary motive surrounding the originally projected $1billion+ of savings related to successfully achieving interoperability.  The document also provides a history of Project SAFECOM, its goals, and analyzes how close the program is to actually achieving those goals.  This would be well-used as a realistic vantage point of how little the issue of interoperability has positively evolved since 9/11/2001. 

 -- 2005. Homeland Security: DHS' Efforts to Enhance First Responders' All-Hazards Capabilities Continue to Evolve. Washington D.C.: U.S. Government Accountability Office.
This report, published by the U.S. Government Accountability Office in July 2005, addresses three fundamental questions related to the Homeland Security Presidential Directives to establish an all-hazards approach to emergency events.  Numerous tables, graphs, and visuals are used to answer 1)What actions has DHS taken to provide policies and strategies that promote the development of the all-hazards emergency management capabilities of first responders? 2)How do first responders’ emergency management capabilities for terrorist attacks differ to capabilities needed for natural or accidental disasters? and 3)What emphasis has DHS placed on funding awarded to state and local first responders to enhance all-hazards emergency management capabilities.  The issue of interoperability is taken into consideration when answering all of these questions.
U.S. House of Representatives. 2004. Protecting Homeland Security: A Status Report on Interoperability Between Public Safety Communications Systems. Washington, D.C.: Subcommittee on Telecommunications and the Internet on the Committee on Energy and Commerce. 

This transcript of Congressional testimony before a subcommittee of the House of Representatives addresses the status of interoperability progress on a national level.  Primary areas of discussion are focused on radio-band frequencies, funding, and Project SAFECOM.  Technical issues are also spoken of by technological experts. 
Wachtendorf, Tricia. 2004. "Improvising 9/11: Organizational Improvisation Following the World Trade Disaster." Ph.D. Dissertation. University of Delaware.

The author, a researcher at the Disaster Research Center at the University of Delaware, completed this doctoral dissertation in Spring 2004.  An invaluable resource as an alternative viewpoint to interoperability—or in fact a result of the lack of interoperability in regards to 9/11—this extremely detailed report takes into account over 750 hours of direct observation during a two month period following 9/11, primary and secondary documents, and over 60 interviews with first responders and key decision making personnel.  The author discusses a concept of “improvisation as a major form of disaster response” when having to adapt to multi-organizational networks, and especially in the event of a breakdown of inter-agency communication.  This piece was also published by the Public Entities Risk Institute at www.riskinstitute.org. 
